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What is Anomaly Detection?

• Problem definition: An AD model is exclusively trained with normal data and is 
asked to identify whether a query example is normal or anomalous.

• Motivation: Anomalies are often rare and long-tailed, so they are costly to collect.

• Example:
• Normal data: Flawless objects

• Anomalous data: Defects

Normal data

Training set Test set

Normal data

Anomalous data
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Image source:

[Bergmann et al. CVPR’19]



Visual Anomaly Detection: Images and Videos

• Visual AD is a long-established problem in computer vision.

• Given its practical significance, AD has been widely deployed in various applications.
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Video Anomaly Detection (VAD) Image Anomaly Detection (IAD)

Security surveillance

Industrial image 
inspection

Medical image 
diagnosis

Image source: [Bergmann et al. CVPR’19] [Bao et al. CVPR’24] [Liu et al. CVPR’18]



Conventional Learning-based AD Approaches

• Full-shot training: An AD model is trained by a large amount of normal 
data to learn normal patterns

• Output format: Anomaly scores -> Thresholding

• Metrics: AUROC (area under ROC curve)
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The Era of Multimodal Large Language Models
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How can AD benefit from MLLMs?

What breakthroughs can MLLMs bring to 
this long-established vision problem?

Remain underexplored!



Anomaly Detection in the Era of MLLMs
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Full-shot training

Detection only
(anomaly scores)

Few-shot / Zero-shot

Detection + Reasoning

How to 
learn

What to 
output

• Prompting pipelines
• Model adaptability

• Instruction tuning data
• New metrics
• New benchmarks

Conventional MLLMs



Anomaly Detection in the Era of MLLMs
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Video Anomaly Detection (VAD) Image Anomaly Detection (IAD)

Security surveillance

Medical image 
diagnosis

Image source: [Bergmann et al. CVPR’19] [Bao et al. CVPR’24] [Liu et al. CVPR’18]

ECCV 2024 CVPR 2025

Industrial image 
inspection
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• One of the first reasoning methods for VAD
• => Explain why normal/anomaly

• One of the first few-shot prompting methods for VAD
• => Fast adaption to different definitions of “anomaly” for different applications

ECCV 2024



Problem Statement

• Assumption: We only have a few normal data for our specific application, and it’s 
costly to collect anomaly data.

• Challenge: The definition of “anomaly” depends on different context and 
downstream applications.

• Goal: Develop a VAD model for our specific application (specific definition of 
“normal” & “anomaly”) and explain the detection results.
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Image source: [Radu Tudor 
Ionescu. CVPR’23 Tutorial]



Conventional Learning-based Approaches

• Full-shot training: A VAD model is trained by a large amount of normal 
data to learning normal patterns

• Output format: Anomaly scores -> Thresholding

• Metrics: AUROC (area under ROC curve)
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Query MLLMs Directly

• The implicit knowledge pre-trained 
in MLLMs may not align with 
specific VAD needs.

• Here GPT-4V mistakenly treats 
"skateboarding" as normal.
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Method
• Induction: Learn rules from few-shot normal reference frames

• Few-normal shot prompting (no training needed)

• Deduction: Detect anomalies based on the rules
• Correctly identifying "skateboarding" as an anomaly
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Method

• Induction (derive rules): 
Use the few available 
normal data as 
references to derive a set 
of rules. Prompting
method without model 
weight training.

• Deduction (inference): 
Perform VAD and explain
detection results 
according to the induced 
rules.
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Example (Induction)
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A few normal 
reference frames

A set of rules



Example (Deduction)
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Query samples

Output 
reasoning



Comparison with Conventional VAD Models

• Induction: CogVLM-17B & GPT-4

• Deduction: CogVLM-17B & Mistral-7B

• Metric: AUROC
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Two most challenging
datasets



Comparison with LLM-based Approaches

• Induction: CogVLM-17B & GPT-4

• Deduction: CogVLM-17B & Mistral-7B

• Metrics: Accuracy/precision/recall; Doubly-right (RR/RW/WR/WW)
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CVPR 2025

• One of the first zero-shot and reasoning methods for IAD
• => Explain why normal/anomaly

• One of the first instruction tuning datasets and benchmarks for IAD 
reasoning
• => Allow us to train and evaluate models for their AD reasoning capabilities



Problem Statement
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Anomaly detection Basic reasoning

Complex reasoning



Method

• Two-step inspection for improving detection

• Simulate human’s visual anomaly inspection
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Method

• MLLM backbone: Visual encoder + 
tokenizer + projector + LLM

• LTFM: (Step 1) Find suspicious 
areas

• VT Selector: (Step 2) Confirm 
anomalies

• Training stage 1: Train the anomaly 
expert (LTFM + VT Selector)

• Training stage 2: Visual instruction 
tuning (projector + LLM)
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Instruction Tuning Dataset

• Visual instruction tuning (VIT) for improving reasoning

• An automatic pipeline for constructing AD VIT datasets

• WebAD: 72k, 380 classes

• MVTec AD [Bergmann et al. CVPR’19] : 5k, 15 classes
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Instruction Tuning Dataset

• WebAD: 72k, 380 classes
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Anomalous Normal



Instruction Tuning Dataset

• Anomaly-Instruct-125k

• Four types of images
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WebAD-72k
[Collected by us via

Google Image Search]

MVTec AD
[Bergmann et al. CVPR’19]

BMAD
[Bao et al. CVPR’24]

MVTec-3D AD
Real3D-AD

Anomaly-ShapeNet
[Bergmann et al. 2022] [Liu et al. NeurIPS’23] [Li et al. CVPR’24]



Reasoning Benchmark

• VisA-D&R (761 normal + 1000 anomaly samples)

• Detection metrics: Accuracy/precision/recall/F1-score

• Reasoning metrics: ROUGE-L, Sentence-BERT, GPT-score

• Q1 & Q2: Basic reasoning

• Q3 & Q4: Complex reasoning
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Detection Results of Zero-Shot IAD Approaches

• MLLM backbone: LLaVA-OV [Li et al. 2024]

• Metric: AUROC
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Detection and Reasoning Results of MLLMs
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• MLLM backbone: LLaVA-OV

• LLaVA-OV-0.5B*: Fine-tuned on our Anomaly-Instruct-125k



Summary
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